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OSU CI Systems Proposal Submitted June 2020

“Our overarching goals are to create a low-

risk transition from the OOI-CI operations 

at Rutgers University to OSU in Year 1, 

without downtime but with significantly 

increased capabilities and security, 

while setting the stage for significant 

extensibility in OOI-CI service during 

Years 2 & 3 — and beyond.”



Proposed OSU CI Systems Architecture 
Cyber Security and Data Protection 

• Palo Alto Firewall

• Single VPN for OOInet

• Duo 2-factor Authentication

Connectivity

• Independent Dual Routing, 100 Gb

• LinkOregon connections to Internet2

OSU Data Center

• Redundant PDUs and cooling

• Backed up by diesel generator

• Access control, fire monitoring



Proposed OSU CI Systems Architecture 
Data Storage 

• Primary Isilon cluster NAS 

3d:1n1d Razor Protection

• 28 node Cassandra and 20 

node Keryx clusters

• VxRail servers w/ VmWare

Disaster Recovery

• Secondary Isilon East Coast

• Tape backup with one onside 

and two offside copies



OSU CI Systems PYIII Accomplishments 
October 2020 November 2020

January 2021 February 2021

• Oct 2020: MON approved; Hardware POs submitted to Dell

• Nov 2020: Hardware delivered; Installation planning began

• Dec 2021: Partial (450 TB) copy of raw data arrives at OSU; 

Installation planning completed

• Jan-Feb 2021: All Dell Hardware Installed

• Mar-Apr 2021: Production VMs created & software installed; 

Cabled data migration from CI-E to CI-W initiated

• May 2021: Copying of Raw Data Completed; Cabled data 

migration completed

• Jun 2021: Uncabled data ingestions completed; Faction Isilon 

moved to east coast data center

• Jul 2021: OSU became OOI System of Record on July 30

• Aug 2021: Data Explorer live on OSU hardware

• Sept 2021: Rutgers's decommissioning completed



OSU CI Systems PYIV Planned Activities

Cyber Security and Data Protection 

• Implementing Trusted CI framework

• Application of CIS baseline control set

• Vulnerability scanning using Tenable

System Monitoring and Alerts

• InsightIQ and DataIQ

• Zabbix agents

• Grafana dashboards

Cloud computing POC

NOAA-NCEI deep data retention agreement

System maintenance and support



Questions?

Anthony Koppers (anthony.koppers@oregonstate.edu)

Craig Risien (craig.risien@oregonstate.edu) 


